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1. Introduction

Adding architecture to the overview section of TR 33.885.
2. pCR
*********************************************** Start of first change *****************************************************
2
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***************************************************** End of first change ************************************************
******************************************* Start of second change *****************************************************
4
Overview of V2X Services
Editor’s note: This clause will contain some brief background on V2X services. It may also contain SA2 agreed architecture for V2X. The exact contents are FFS with the below headings suggested as possibilities.
4.1
Introduction
V2X Service contains three types of vehicular communication services (V2V (vehicle to vehicle), V2I (vehicle to infrastructure/network), and V2P (vehicle to pedestrian)) for both safety and non-safety aspects. The overall architecture for V2X services is given in TS 23.285 [z]. The present document covers security aspect for LTE support for vehicular communication services. Security issues along with identified threats and security requirements are described in clause 5 of the present document, while the proposed security solutions to support V2X services are described in clause 6 of the present document (which refers back to clause 5 as necessary).
4.2
Architecture

The overall architecture for V2X services is described in TS 23.285[z]. Both LTE-Uu based architecture (e.g. eMBMS) and PC5 based architecture are used for supporting V2X services, but they may be used by a UE independently for transmission and reception, e.g. a UE can use eMBMS for reception without using LTE-Uu for transmission.

4.2.1
Architectural Assumptions

-
Both LTE-Uu based architecture (e.g. eMBMS) and PC5 based architecture are used for supporting V2X services.
-
The LTE-Uu and PC5 based architecture may be used by a UE independently for transmission and reception, e.g. a UE can use eMBMS for reception without using LTE-Uu for transmission. 

NOTE 1:
A UE using LTE-Uu based architecture for V2X communication may receive V2X message via unicast downlink.
-
Within the context of this study, RSU is viewed as a V2X application receiving V2X messages via SGi, PC5 or LTE-Uu interface. 
-
V2X Application Servers e.g. in different domains can communicate with each other for the exchange of V2X messages. The interface between V2X Application Servers and the methods of the exchange of messages between V2X Application Servers is out of scope of 3GPP.
-
ProSe discovery like feature is not required for V2X Services (TS 23.303 [5] clause 5.3 ProSe Direct Discovery). 

NOTE 2:
ProSe discovery function can be used by a V2X supporting UE but that is up to UE implementation.
NOTE 3:
In this TR, it is assumed that V2X application can handle the user authenticity and message integrity.  It is SA3 responsibility to determine if such assumptions are correct.
-
Subject to regional regulations, lawful interception requirements may apply to V2X Services.
4.2.2
PC5 and LTE-Uu based V2X architecture reference model
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Figure 4.2.2-1: Non-roaming reference architecture for V2X (PC5 and LTE-Uu based)
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Figure 4.2.2-2: Roaming reference architecture for V2X (PC5 and LTE-Uu based)
The new functions are defined as following:

V2X Control Function: the logical function that is used for network related actions required for V2X.
The reference points are defined as following:

V1: The reference point between a V2X application and the V2X Application Server.

V2: This is the reference point between the V2X Application Server and the V2X Control Function in the operator's network. The V2X Application Server may connect to V2X Control Functions belonging to multiple PLMNs.

V3: This is the reference point between a V2X enabled UE and the V2X Control Function in the operator's network. It is based on the service authorization and provisioning part of the PC3 reference point defined in clause 5.2 of TS 23.303 [x]. It is applicable to both PC5 based V2X and optionally Uu based V2X.
V4: The reference point between the HSS and V2X Control Function in the operator's network.

V5: This is the reference point between the V2X Applications.

V6: This is the reference point between V2X Control Functions.
LTE-Uu: This is the reference point between the V2X enabled UE and the E-UTRAN.
PC5: This is the reference point between the V2X enabled UEs for V2V, V2I, and V2P Services.

4.2.3
eMBMS and LTE-Uu based V2X architecture reference model
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Figure 4.2.3-1: Reference architecture for V2X (eMBMS and LTE-Uu based)
The new functions are defined as following:

V2X AS: the logical function that is used for network related actions required for V2X. It is similar to the GCS AS.

The reference points are defined as following:

VC1: This is the reference point between the V2X AS and the application client on the UE.
VMB2: This is the reference point between the V2X AS and the BM-SC.
SGmb/SGi-mb/M1/M3: The SGmb/SGi-mb/M1/M3 reference points are internal to the MBMS system and are defined in TS 23.246 [y].
LTE-Uu: This is the reference point between the V2X enabled UE and the E-UTRAN.
4.2.3
Security impact

The architecture reference model of Figure 4.2.2-1 is based on that of ProSe described in TS 23.303 [i] and where for example the V2X Control Function plays a similar role as the ProSe Function. Reference points like V3 and V4 are therefore intended to run similar procedures as in ProSe. For example, V3 is used for authorization, configuration and provisioning for the V-UEs; V4 is used to communicate subscription information. As a consequence, many of the security requirements and corresponding security mechanisms from TS 33.303 [k] designed initially for ProSe may still be applicable here.
************************************************ End of second change ************************************************
_1528631425.vsd

_1528633961.vsd

_1530101749.doc


V2X Application Server







V







MB2-U







MB2-C







SGi







Sm







3







M







11







-







S







E







MM







-







1







S







u







-







1







S







1







Gx







PCRF







Uu







a







6







S







HSS







MME







SGimb







SGmb







GW







-







MBMS







GW







-







P







/







S







1







M







UTRAN







-







E







SC







-







BM







UE












_1525739972.vsd

_1515497308.doc


VMB2-U







PLMN







-







H







Rx







domain







Application







VMB2-C







SGi







Sm







3







M







11







-







S







E







MM







-







1







S







u







-







1







S







1







VC







Gx







PCRF







Uu







a







6







S







HSS







MME







SGimb







SGmb







GW







-







MBMS







GW







-







P







/







S







1







M







UTRAN







-







E







SC







-







BM







V2X AS







UE












